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Abstract of the contribution: This contribution proposes some updates to the evaluation and conclusions for KI#3.
Discussion
This contribution includes an evaluation following the principles discussed at the conference call prior to the SA2#141E meeting, some conclusions are also proposed.
Proposal
The following updates are proposed as stated below.
* * * * First change * * * *

7.X
Evaluation on solutions of KI#5

The following principles are proposed for evaluating the solutions under KI#5:

Role of PCF (PCF impacts) or new NFs for slice quota enforcement:

· Sol#20 uses PCF to check on whether Slice-MBR is exceeded or not.
· Sol#16 uses PCF for per slice distribution of quota to UPF for enforcement.
· Sol#24 and Sol#12 have no PCF involvement/impacts. New NF NSQ proposed which is provisioned with Slice-AMBR per slice.
· Sol#25 uses PCF per slice to assign a Slice-MBR per UE registered and limits the number of UEs per slice.
· Sol#18 has no PCF involvement and new NF to manage slice quota.
· Sol#19 uses new NFs QCF, QEF for slice quota enforcement.
· Sol#14 uses PCF to provide Slice-MBR per UE to RAN.
An existing NF like PCF should be enough to calculate/provide/distribute slice quota enforcement. New NFs are not required, and the functionality proposed for them can be incorporated or placed in the PCF.
Role of UPF as an enforcement entity to enforce the newly defined slice quota: 

· Sol#20, Sol#12, Sol#25, Sol#18, Sol#19 and Sol#14 do not propose any UPF enforcement or impacts.
· Sol#16 and Sol#24 propose UPF enforcement. 
UPF enforcements tends to introduce the limitation of selecting the same UPF for all PDU sessions for a UE in the slice which is not mandated by standards and can further lead to performance problems. A solution that does not require UPF enforcement for slice quota enforcement needs to be considered for evaluation, before going for solutions proposing that approach.

Impacts on existing 5GC NFs like AMF/SMF and their interfaces or the need for new NFs performing similar mechanism:

· Sol#20 provides Slice-MBR to SMF for enforcement. 
· Sol#16 introduces no SMF enforcement, but, the SMF periodically reports bitrate of slice from UPF to PCF.
· Sol#24 has the SMF providing NSQ (new NF) with session-AMBR/MFBR and it dynamically enforces the data rate via UP adjustment. It requires new interface for SMF-NSQ interaction.
· Sol#12 has the SMF providing NSQ (new NF) with session-AMBR/MFBR and dynamically enforces the data rate. Requires new interface for SMF-NSQ interaction.
· Sol#25 uses the PCF to provide Slice-MBR to SMF to deliver to RAN.
· Sol#18 uses the AMF to enforce the slice MBR. New interface is required for AMF-SQM (new NF) interaction. 
· Sol#19 proposes interaction between 2 new NFs QCF-QEF, where the QCF provides slice quota to QEF for enforcement. 
· Sol#14 uses the PCF to interact with AMF to provide slice-MBR to RAN.
For Sol#16, the periodic reporting proposed by UPF/SMF to PCF can enormously increase the amount of signalling between the PCF and SMF, causing signalling overload in the N4/N7 interfaces, which is not recommended. 
Also, a new interface for SMF/AMF to interact with new NFs, as proposed in Sol#24, #12, #18, #19 does not seem to be required since the existing NFs can be used to perform the functionality proposed by the new NFs. The need of new NFs and significant impacts on existing interfaces for enforcing the slice-MBR needs to be considered for evaluation.
UE/RAN enforcement:

Sol#20, Sol#16, Sol#12, Sol#18 and Sol#19 do not propose any UE/RAN enforcement or impacts.
Sol#24, Sol#25 and Sol#14 propose UE/RAN enforcement.
UE/RAN enforcement may not be required, and slice quota enforcement can be handled by the core network entities. If UE impacts are required, all solutions should be able to describe the consequences for the UE that does not support the functionality. It is, therefore, important to consider for evaluation the feasibility of slice quota enforcement in the core network entities before concluding on UE/RAN enforcement.

Editor´s note: Solutions impacting RAN need to be evaluated based on LS reply from RAN WG. 

Role of analytics for slice quota enforcement:
Only Sol#19 and Sol#14 propose to use analytics for slice quota enforcement.
Using analytics as input to the decision point does add value for slice quota enforcement. 

*** End Change ***
*** Start Change ***
8
Conclusions

Editor's note:
This clause will capture conclusions from the study.

8.X
Conclusion on KI#5

A solution where the PCF can allocate a Slice-MBR value for each UE in a Slice, and this value is calculated based on the Total Slice MBR value is selected for normative phase.

Enforcement at the UPF is complex and signalling intensive, no need to progress to normative work.
*** End Change ***
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